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Abstract of the contribution: This pCR proposes to include compatible enhancements from Sol#31 in the agreed EAS IP address replacement solution, in addition to those enhancements from Sol#27 and Sol#29.
1 Discussion

1.1 Agreement on EAS IP address replacement in 5GC
To address the Key Issue #2: Edge relocation, it was agreed that

“To solve the issue of change of EAS with EAS IP address change with or without PSA change, for the UE unawareness solution, it is concluded to use solution #30 as baseline, without depending on Edge Hosting Environment to handle the runtime session context mirroring with different IP addresses and with the enhancement of EAS capability indication (i.e. supporting EAS IP address replacement) as proposed in solution #29 and #27 for normative work”
To arrive to this conclusion, it was determined that some aspects of the EAS IP address replacement component of solutions #27 and 29, in particular an indication from the AF that it supports application relocation, could be added to the baseline solution, as all these solution (e.g., #27 and #29 rely on EAS IP address replacement and have complementary features that can enhance the overall solution. 
Solution #31 also support this address replacement functionality, and it can also provide additional enhancements, such as an indication of the expected time for application relocation. Solution #31 however has impacts on the UE that were not agreeable to some companies, and as a result it was agreed not to proceed to normative phase with this solution, removing both not agreed aspects and useful functionality. 

Proposal 1: In addition to those enhancements from Sol# 27 and Sol#29, we could include the proposed information described in Sol#31 to communicate expected maximum time for application relocation. The SMF may use this time when releasing inactive N9 forwarding tunnels, set up as described in Sol#27. 
However, enhancing the runtime coordination so AF can provide guidance in relation to former and new connection coexistence at Edge Relocation is an issue that is orthogonal to address translation. Proposal is to highlight the issue and recommend normative phase to consider enhancements in this area. Solution #31 and Solution #52 include proposals for how this could be done.
2 Proposal
Start change 
7.2.5
Evaluation for Key Issue #2: EAS IP address replacement in 5GC
For the UE unawareness solution, there are two main solutions (Sol#29 and Sol#30), both solutions use AF influence procedure to influence SMF to configure UPF for the EAS IP address replacement information, while the two solutions have following difference:

(1)
For the network function enforcing the EAS IP address replacement, Solutions #29 proposes to use UL CL, while Solution #30 proposes to use local PSA UPF. Since UL CL was designed for traffic offloading to the local DN and all traffic (both destine for central DN and local DN), if UL CL is further enhanced to enforce EAS IP address replacement , which would require higher traffic processing capability in UL CL and cause heavy load. In order to avoid such situation in UL CL, a more suitable candidate would be local PSA UPF as proposed in Solution #30.

(2)
On the naming of being replaced EAS IP address (source or anchor EAS), the naming itself doesn't make much difference, but as Sol#30 works under the assumption that one Anchor EAS deployed for each EC service and AF is configured to know the Anchor EAS IP address, it says, the Anchor EAP IP address is the one discovered by UE. While in this description is missing from Sol#29, there is no dependency on the Anchor EAS, the relocation happens between general source EAS and target EAS.

(3)
On AF notifying 5GC about its capability of supporting UE awareness solution (i.e. EAS IP address replacement approach) as proposed in Sol#29, since such solution category would require the EC platform (e.g. AF, EAS) to support some special handling on runtime session context migration and synchronization, this indication is foreseen to be required, which can also be used for merging the solutions with UE awareness and UE awareness as proposed in Sol#27 update. This enhancement can be easily applied to any other solutions addressing the EAS IP address. The solution #27 also supports the UE unawareness solution with referring to Sol#30 with enhancement of AF notifying the 5GC about EAS IP address replacement capability which is similar with the EAS capability indication (i.e. the application server relocation is transparent to the UE) as proposed in Sol#29, this part can be adopted as an enhancement for Sol#30. 
2nd change 
7.2.2
Evaluation for Key Issue #2: UE DNS cache renewal and EAS reselection by UE

For Session breakout:

Issue 1: DNS cache renewal.


For the EASs to which the UE has no ongoing connection, the UE may have stored DNS cache for these EASs. For this case, after ULCL insertion/change/removal, the cached records may be outdated.


Solution #24 uses ICMP unreachable message to trigger UE reselection of EAS. It assumes that either the TTL of the stored DNS record is very low or only one EAS IP address is stored for the FQDN. This gives restriction to operator deployment. Besides, a short TTL will cause the UE to re-discover EAS IP address frequently and consumes bandwidth and causes application layer delay. In addition, there are concerns on usage of ICMP message in the solution for security reasons. And it'll add delay for the connection establishment with the EAS as well. Hence, Solution #24 is not recommended for Issue 1.


Solution #32 and Solution #34 (clause 6.34.2.1) support Issue 1 too. In these 2 solutions, a DNS context control information, i.e. DNS cache flush indication and its associated information (for example, domain names and IP address range), within NAS message is sent to UE to enable the UE to remove/renew the cached records.

Issue 2: EAS relocation


For the EASs to which the UE has ongoing connection, the UE may need be triggered to reselect a new EAS address due to a new EAS is more suitable to serve the UE.


Solution #53, clause 6.35.2.1 suggests that UE reselects a new EAS after ULCL insertion. If connectivity is available towards the source PSA-UPF when a target PSA-UPF is selected, and towards the source AS when the target AS has been selected, then there is no immediate need to change the AS. For these situations the timeout for the DNS cache (if low enough, which is reasonable to have for an application layer DNS cache and for TTL in the DNS entries). Solution #24, #31, #32 and #34 can be used as triggers to trigger UE to reselect EAS.


Solution #24 is not very friendly to support EAS relocation, it is a hard switch from old EAS to new EAS, the application may experience packet loss and delay due to the packet to old EAS is routed to SMF. Hence, it is not recommended to use ICMP to trigger the EAS reselection.


Instead, Solution #31/#32/34 can trigger the UE to reselect EAS too, and they are more friendly. The UE can still connect to the old EAS while the new EAS is selected for new connections. If the N9 tunnel is established between old ULCL and new ULCL, the application layer can have a smooth switch from old EAS to new EAS, packet loss can be avoided.


How the context is migrated between the old EAS and new EAS, and when the UE starts to send packets to the new EAS are left for conclusion in other contributions.

For SSC mode 2/3:


For SSC mode 2/3 case, the UE will receive a new IP address. The new IP address can be used as a trigger to remove the DNS cache, and to reselect a new EAS.


How the context is migrated between the old EAS and new EAS, and when the UE starts to send packets to the new EAS are left for conclusion in other contributions.

For PSA coexistence at edge re-allocation:

Solution #31 proposes that AF provides indication of the expected time for application relocation that can be used for the calculation of the PDU Session Address Lifetime of the PDU Session. Solution #52 is proposing to include indications to SMF that can be used to decide on the need of the N9 forwarding tunnel and the decision to remove it. Both have identified there may be a value in assisting SMF control of the connection coexistence with application information.
Impact of Application Layer DNS caching:

Some application may have DNS caching at the application layer. DNS caching at the application layer results in name resolution using previously cached entries that will result in no new DNS network lookups until the application cache timer expires.

Since cache timeout values on the caching UE application side can be significant, the following behavior may happen:

-
Applications may determine to flush its local caching before the cache timer expires.

-
Applications using connection oriented transport establish connection towards new EAS when:

(a)
an application layer redirect is sent with the URL/FQDN of the new EAS; or

(b)
an application uses anycast destination addresses that are routed to the new 'closest' EAS. No new procedures are required for KI#2 in this case; or

(c) establish new connection to new EAS after DNS caching is flushed by the applications or cache timer expires.
-
Applications not using connection oriented transport (e.g., multicast or subscribe/ notify communication patterns) should be responsible for detecting connection change (e.g., notification from UE connection manager). The application should take appropriate actions to indicate new IP address (e.g., in IGMP/MLD membership report message; new subscribe message).

3rd change - NEW
9.2.x
Conclusions for Key Issue #2: EAS rediscovery

It is recommended for normative phase to consider enhancing the runtime coordination so AF can provide guidance to SMF in relation to former and new connection coexistence at Edge Relocation.
NOTE: Solution #31 and Solution #52 include proposals in this area.
4th change 
9

9.2.5
Conclusions for Key Issue #2: EAS IP address replacement in 5GC

To solve the issue of change of EAS with EAS IP address change with or without PSA change, for the UE unawareness solution, it is concluded to use solution #30 as baseline for normative work, without depending on Edge Hosting Environment to handle the runtime session context mirroring with different IP addresses and with the enhancement of EAS capability indication (i.e. supporting EAS IP address replacement) as proposed in solutions #29 and #27
End of change
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